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Benefits
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Remote machines can be very convenient:
* One central machine for calculation.

* Multiple users can use it at the same time.

* Specialised software only in one place.

* Cuts expenses.

* No one wants a cluster in their office.

Vo mmw-y -

o=

. S Cluster
2 Client 1%

Server :
1 Remote Machine

Ve esse. .-

o=

", ~
, Client 2%

="

LA N’
. Client 3%

Seaa- Y -

Practical Linux Course



How?

o E o om o E oW om o omom oo,

[ ]

* Some sort of connection medium. ' ,
* Special hardware. : 1
» Defined standards - protocols. . :
* Dedicated applications. 1 1
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Basics

Protocols

® HTTP - When visiting websites.

® IMAP - When fetching email.

[

® Telnet - Plain text protocol for remote access (unsecure).
® SSH - Secure protocol for remote access.

. e

® SFTP - For file transfer.
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SSH

SSH Client app €

Should know:

- login credentials

- server IP or
host name
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SSH

SSH Client app € Some application
Should know:

- login credentials Server:|145.88.65.151
- server IP or Username: |gulliver
host name Password: [ s
‘
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Connect

Practical

# PuTTY Configuration

Category

(= Session
. Loggng
£ Teminal

E+ Window
[ Appearance
Behaviour

Translation
Selection

. Colours

E+ Cannection

- Data

Basic options for your PuTTY session
Specy the destination you want to comect to

Host ‘Name for [ addresa) lPort ’
\[145.88.35.10] 2
'Connedio‘ﬁnfp :
(ORaw O Telnet O Rlogin| @ SSH| (O Serial
Load, save or delete a stored session 3

Saved Sessions

Defaul Settings o

Save

Delete

Close window on exit
Mways (O Never  (® Orly on clean ext

4
Co ] o
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Connect

PUTTY Security Alert

The server's host key is not cached in the registry. You
! have no guarantee that the server is the computer you

think it is.

The server's rsa2 key fingerprint is:

ssh-rsa 2048 11:56:20:25:2%:93:b7:ab:3b:04:d8:da:13:33:21:0d

If you trust this host, hit Yes to add the key to

PUTTY's cache and carry on connecting.

If you want to carry on connecting just once, without

adding the key to the cache, hit No.

If you do not trust this host, hit Cancel to abandon the

connection.
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PUTTY Security Alert ]

L WARNING - POTENTLAL SECURITY BREACH!
The server's host key does not match the one PuTTY has
cached in the registry. This means that either the
server administrator has changed the host key, or you
have actually connected to ancther computer pretending
to be the server.
The new rsa2 key fingerprint is:
ssh-rsa 2048 52:6d:56:1e:73:b6:0c:62:17:10:6esebib2:51:81:be
If you were expecting this change and trust the new key,
hit Yes to update PUTTY's cache and centinue connecting.
If you want to carry on connecting but without updating
the cache, hit No.
If you want to abanden the connection completely, hit
Cancel. Hitting Cancel is the ONLY guaranteed safe
choice.

Yes ] [ No ] [ Cancel
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Connect

P 145.8835.10 - PuTTY. - o X
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P 145.8835.10 - PuTTY.
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Connect

P 145.8835.10 - PuTTY.
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Connect

P miefter@res-ssh-alg0l: ~
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Additional information here:

® mobaXterm;
® Jump servers;
® |inux ssh;

® Remote copy.
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https://git.lumc.nl/courses/practical-linux-course/wikis/files-most-recent/connecting_extras.pdf
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